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Abstract: Due to increasing concerns over food safety, the level of customer's awareness of the products has been considered 
significantly during the recent years. In this study, the application of the Blockchain technology and its impact on perishable 
food supply chain is examined. Blockchain can help to eliminate the costly delays and waste the products due to its traceable, 
secure and distributed structure. Perishable food nature of quality deterioration over time, inefficient quality control during the 
transportation and food contamination incidents lead to a need for more detailed information on food production. Besides, 
asymmetric information at the situation that parties are not equally informed about the details of the products causes marketing 
failures  such  as  last  minute  order  cancellations,  late  payments  and  retroactive  changes  to  contracts. In this study, a 
decision making mechanism is developed based on the quality, price, safety, and degree of information exposure parameters 
by applying Blockchain technology in the perishable food supply chain management. 
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1. Introduction 

 
Recently, consumer's increasing concern and awareness to the safety and quality of food products specially the 

perishable food, has motivated the food industry to improve the traceability, and the control of perishable food supply chain. 
Perishable food nature of quality deterioration over time, inefficient quality control during the transportation and food 
contamination incidents lead to a need for more detailed information on food production. Besides, asymmetric information at 
the situation that parties are not equally informed about the details of the products causes marketing failures such as last minute 
order cancellations, late payments and retroactive changes to contracts. Generally, a trusted third party as a centralized trading 
system can lead to exist of asymmetric and tampered information among food supply chain participants (Amorim et al., 2012). 
Radio Frequency Identification (RFID) is one of the technological advancement that works based on radio waves between a 
tag attached to products. The trade-off between RFID advantages, its considerable investment costs, and the exist challenges 
of consumer's privacy, provides a need of more efficient traceability system among all parties of the supply chain.  

In the last few years, distributed ledger and Blockchain technology has gained a lot of interest from the researchers 
and industrial domains because of its potential in decentralizing the supply chain management which provides traceable, 
transparent, and secure environment in food trading. The Blockchain technology is a peer to peer distributed ledger composed 
from linked blocks includes a list of hash pointers. The transaction records among the users are encrypted and uploaded to the 
new block that linked to the previous blocks as digital assets and creates a chain. The chain is appended only data structure and 
registering a new transaction needs a consensus of all users to verify and validate (Ghasemi et al., 2017). This technology could 
transform the food industry by increasing transparency, efficiency, and collaboration across the entire food system. For 
example, consumers could trace the source of the products, a retailer would verify if a carton of egg is really cage-free, a shipper 
would realize if a truck is full before scheduling a delivery, and health administrations could easily find out a particular product 
is come from which harvest and on which farm, to reach the source of contaminated products. Blockchain empowers all levels 
of a supply chain to be more responsive to any food safety calamity (Tse et al., 2017). Currently, most of the compliance data 
is modified by a third party and recorded in a centralized database that are so vulnerable to intentional information errors, high 
operation costs, and hacking (Su and Zhang, 2009). Moreover, this technology could promote faster and fairer payment through 
smart contract applications. Smart contract can be considered as a set of digital promises and terms of the agreement between 
disparate, anonymous users without applying a central third party authority or external enforcement mechanism (Amorim et 
al., 2012). In food supply chain, quality and the delivery time are two important obligation conditions in the contract which is 
monitored during the process (Gao and You, 2018). In this study, it is tried to develop the  decision mechanisms by applying 
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